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Abstract


The use of the Internet for commercial purposes has grown in the past five years and with it the occurrence of disputes.  One such area of dispute revolves around the entitlement to "domain names", the word combinations which describe an Internet's site address and enable ordinary users to locate resources.  In particular, the rights of trade mark holders are considered to be threatened where the mark forms part of the domain name.

It is argued that although existing law adequately protects the interests of all rights holders in the online environment, a better-considered and universal domain name allocation policy is warranted, based on notions of entitlement and equality.  This discussion also analyses various categories of domain name disputes, identifying the contribution that current domain name allocation policies have made to these disputes and how the problems can be overcome with a more equitable allocation system.  
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Domain Name Allocation – a PROPOSED set of rules for a global system
PART ONE - THE MYSTERIOUS WORLD OF THE INTERNET

1.1
Welcome to the Internet  

There will be few people who are not aware of the existence of the linked network of computers known collectively as "the Internet".  Although it traces its origins in a military experiment in the United States, the Internet has expanded to become the most important communication medium in the world since the invention of the telephone.

The Internet consists of an informal network of computers spanning most countries in the world.   The purpose of this linkage is to enable those accessing the Internet to access and communicate with the various sites hosted by each of these computers.  The nature of information and facilities available on the Internet varies widely, and includes e-mail, "chat" sites, newsgroup, automated information releases and most importantly for the present discussion, the World Wide Web.

The challenge for users "surfing" the Internet is to locate the information that is desired.  To this end, each computer connected to the Internet has a uniform resource locator ("URL"), a unique designation designed to enable other computers to locate that computer.  URLs may take two forms.  The technical form is a numerical address, called an Internet Protocol ("IP") number, which consists of a string of digits punctuated by full stops, such as 123.122.12.1.  For the user attempting to visit a specific site, the IP number is not particularly useful.  Instead, a second form of URL is available – a "domain name".  

Like an IP number, a domain name is an address punctuated by full stops.  The difference is that in place of numbers, a domain name contains words; this feature is thought to enhance the utility of a domain name over the corresponding IP number.  Domain names are grouped according to their ending, and are allocated by means of application to the relevant body maintaining the register of domain names with a particular ending.  The most popular of the domain name endings - .com – is administered by an American company called Network Solutions Inc ("NSI").

Over time, the purposes of the Internet have expanded beyond simple communication to include educational, governmental, informational and commercial functions.  Over the last two years the United States Government has proposed that its tradition control over the technical aspects of the Internet be relinquished to a global organisation, and that the allocation of domain names be opened up to international competition.

As a result of these proposals, the technical management of all URLs has been assumed by the Internet Corporation for Assigned Names and Numbers ("ICANN").  In line with the goal of increasing competition, ICANN is now in the process of accrediting registrars, negotiating with NSI as to its role in the new environment, and determining what overriding principles should govern the URL space 
.

In other words, the technical management of the Internet and the addresses which are so fundamental to its operation is in a state of flux.  Not surprisingly, many different interest groups are vying to press their case (and in some instances, agenda), including intellectual property right holders, telecommunication industry members, governmental and educational bodies, commercial organisations, non-profit interest groups and Internet users themselves. 

1.2
Domain name disputes

Domain names must be unique, as they are required to map onto a unique IP number.  This feature of the DNS lies at the heart of all disputes involving domain names, for it limits the number of parties who can "hold" a particular domain name to just one.

At present, a well-selected domain name may be extremely valuable, and in some well-known cases domain names have been sold for prices in excess of $1,000,000 
.  As with any limited resources of value, disputes have arisen over the entitlement of a party to a particular domain name, especially those considered particularly "memorable" in the minds of Internet users.

The reasons for most domain name disputes can be summarised as follows:

· Many enterprises believe that establishing a presence on the World Wide Web is essential, and that it is equally essential to obtain the shortest and most memorable domain name;

· There can only be one holder of a particular domain name, and a domain name is allocated to the first party submitting a valid application for it;

· An entity may discover that another has beaten it to the registration of a desired domain name, either when the holder of the domain name attempts to sell it to that entity or it becomes evident that the domain name is already being used by a legitimate operator; and

· That entity may challenge the holder's entitlement to the domain name on the basis that it has a trade mark or some other reputation right in one of the words contained within the domain name, thus creating the dispute.

Domain name disputes are not unique to the United States
, although the majority have arisen there.  This is partly because of the popularity of the .com domain name ending with American companies, and partly because of the dispute resolution policy adopted by NSI with respect to domain names ending in .com, .org or .net.

1.3
The troublesome NSI Dispute Resolution Policy

Largely as a result of the lawsuit KnowledgeNet Inc v D.L.Boone  and Co 
 in which NSI was named as a defendant (on the basis that it had allegedly aided certain egregious attempts by Boone to infringe on KnowledgeNet's KNOWLEDGENET trade mark), NSI redrafted the policy under which it allocated domain names (the "NSI policy")
. 

Unfortunately, the role of trade mark law in the domain name debate has been further muddied by the amended NSI dispute resolution policy.  The basic operation of this policy is that a domain name will be put on "hold" if NSI receives a complaint from a challenger which can show that it holds a registered trade mark identical to the 2LD in question. In some circumstances, the domain name will be transferred to the challenger.

The NSI policy has been widely criticised.  Some of the identified faults include that it:

· "unilaterally cuts off a domain name at the behest of a trade mark holder, even in the absence of infringement or dilution, and ignoring otherwise permissible concurrent use of registered and common law trademarks" 

· encourages "reverse hijacking" 
 and provides judicial remedies without a court ruling

· gives undue favour to United States trade marks (and trade mark law) 

· causes customer confusion and uncertainty due to the differing trade mark laws in different countries and jurisdictions 

· encourages applying to have (and incurring the additional cost of having) a URL registered as a trade mark 

As Mark Vorhees notes, there "is little in the policy that prevents unscrupulous actors from obtaining a domain name; it's just a little easier to get rid of them" 
, and the side effect is that innocent users of a 2LD that is coincidentally another's trade mark are at risk of losing that domain name.  Although NSI has stated that it wants "to emphasise that Internet users don't need to have a trademark to get a domain name" 
, the effect of the policy is that a registrant may need a trade mark to keep a domain name.

1.4 
Outline of discussion
The purpose of this discussion is to propose a set of rules for determining how domain names should be allocated, with the related goals of improving management of resources, improving legibility of the Internet, and preventing disputes.  

The following discussion is divided into four parts.  First, the Domain Naming System is described in some level of detail, necessary because the flexibility offered by the existing system is often overlooked by those involving in and commentating upon domain name disputes.  Second, some of the assumptions underlying the domain name debate are critically examined.  Third, the proposed new allocation rules and their operation are described.  This is followed by an examination of actual disputes, as an illustration of how the proposed rules may prevent such disputes in the future and balance the rights of all concerned.

PART TWO -
The Internet Domain Naming System
2.1
General principle

The Internet Domain Naming System ("DNS") is described as a fundamental element of the Internet, and  the World Wide Web in particular. It is the system whereby the IP numerical address to an alternative alphanumeric representation of that same site address, its domain name.  

Most people who use the Internet do so via "browser" software such as Netscape Navigator or Internet Explorer, which in turn provide a link to a computer called a "server".  Visiting an actual site involves the user's server communicating with the server supporting that site, and to establish this link the user must identify the desired address. This can be typed in manually by the user, in which case the user can type in either the IP number or the domain name ; both will take the user to the same destination.  The user may also use "hyperlinks", these being iconic or worded representations of a site contained in the site presently being viewed by the user or in the output of an Internet "search engine".  Hyperlinks eliminate the need to remember the precise address of the desired site.

There is no doubt that the DNS increases the useability of the Internet for the average person, because it makes it easier for the user to remember a site's address. The utility of the DNS is further enhanced by certain conventions which have come to be recognised in the structure of domain names, described below.

Further, a domain name is "portable", in the sense that a site can retain its domain name even if the IP numerical address changes.  This is possible because a separate process links the domain name to the IP number, and this information can be easily modified to accommodate changes.

2.2
How domain names work 

Domain names are split into various "subdomains", identifiable by the "." which separates them.  Like a postal address, a domain name is designed to provide some information about the site with which it is associated. The domain names are arranged in a hierarchy of increasing specificity as read from right to left. 

The basic nomenclature for a domain name is as follows:












There are two classes of TLD – generic TLDs and Country Code TLDs. 

The generic TLDs ("gTLD") are simple three-letter strings, the most publicised of which is the .com ending.  At present, seven gTLDs exist - .com, .org, .net, .gov, .edu, .mil and .int – although only the first three are generally available to the public.  

Country Code Top Level Domains ("ccTLD") are two-letter strings intended to identify the country in which the operator of the associated site resides.  Although in theory it is the 2LD domains that may vary with each user, some ccTLD registrars have adopted a set of 2LDs mirroring the generic TLDs and only allocate 3LDs.  So, for example, in Australia users may obtain domain names that end in .com.au, .org.au, .net.au, .edu.au and .gov.au (as well as .asn.au for associations and .id.au for individuals) while in England options include .plc.uk and .co.uk.  There is no obligation on the part of Country Code registrars to impose such a structure, however, so that in some countries simply offer domain names of the form domainname.cc. 

The TLDs were originally intended to convey some meaning.  Country Code TLDs were designed for residents of the corresponding country, although some ccTLD registries do not require this of an applicant.  Similarly, the gTLDs were intended to be available only to applicants operating in a particular field, but in practice the .com, .org and .net  gTLDs have become equivalent in terms of availability (indeed, if a desired .com name is taken NSI's website will recommend the corresponding .org or .net name, if those are available).

2.3
Obtaining and maintaining a domain name

Domain names need to be allocated to those seeking to establish a presence on the Internet.  This occurs by application to a "registrar" who operates a "registry" of a particular category of domain name.  The registrar may or may not charge an annual fee for this service, and may or may not impose restrictions on the domain name for which an application can be made.  The holder of a domain name is described as a "registrant".

A person seeking a domain name must make two decisions.  First, they must determine whether they will seek a domain name ending in a gTLD or a ccTLD.  This decision may be based on the intended sphere of operation of the associated site, or the restrictions (or lack of) associated with the allocation of that category of domain name.  Second, the applicant must also specify the desired 2LD.  Apart from restrictions imposed by the registrar, a 2LD can be a maximum of 26 characters long, and must be comprised of alphanumeric characters and/or hyphens.

The DNS system is designed so that the registrant who obtains, say, the nash.com domain name actually obtains a licence for all domain names ending in that combination of words.  That is, it is up to the user to add further subdomains to that ending. Although most users simply add www. to indicate that the site is available on the world wide web (e.g. www.nash.com), the domain names alan.nash.com or here.comes.nash.com are equally available.  

A registrant may also build upon the end of their domain name, by using the separator "/".  So, the registrant of company.com is free to create domain names such as company.com/services or company.com/articles/1999. 

In effect the DNS permits each registrant to become a registry, and the user can even sub-license its domain name to others
. In short, a domain name registration gives the registrant the ability to generate and exploit an infinite number of domain names.

2.4
Proposed changes to the DNS system

As noted earlier, the Internet address space is now administered by ICANN.  The management of the IP numbers rests with three independent "IP registries" – APNIC, RIPE and ARIN - which have been allocated the management of blocks of the IP number space based on geography.  

The management of the DNS is further delegated to "DNS registries", and again this has been split on the basis of geography.  So for example, in Australia the administration of domain names ending in .au  was entrusted to an individual named Robert Elz (although he has delegated the management of the .com.au domain space to Internet Names Australia, or "INA"). 

As foreshadowed above, this situation is set to change. At a minimum, the traditional monopoly over the most popular gTLDs enjoyed by NSI is about to be challenged by additional accredited registrars. 

It has also been recommended that new  gTLDs be created, to alleviate the pressure on the .com, .org and .net  gTLDs.  This proposal, while almost universally welcomed by commentators, is likely to be delayed pending resolution of the competing interests of intellectual property right holders and domain name holders.  

Another problem with the existing DNS, and one which is the stimulus of this discussion, is that there is no uniform set of rules for the allocation of domain names - each domain name registry sets its own.  It is contended that the disparity in policies, and in particular the absence of strict rules for the allocation of domain names, is the cause of many abuses of the DNS and  subsequent disputes.

The remainder of this discussion is designed to improve the stability of the Internet by providing a set of rules to govern the allocation of any domain names, including those associated with existing gTLDs and any new gTLDs.  These are designed to lessen the likelihood of abusive domain name registrations, while at the same time providing greater certainty for those registering a domain name in good faith.

PART THREE - EXPLODING THE MYTHS OF THE DOMAIN NAME DEBATE

3.1
Everybody should be able to get any domain name they want
If the purpose of the DNS was to allocate domain names which identified precisely the operator of the associated site, the contention that all comers are entitled to dictate their domain name may have some merit.  In reality, domain names are intended to provide a more user-friendly link to the Internet, and can achieve this function without the need for the site operator to specify the domain name.

Naturally, the commercial reality that domain names carry value as a marketing tool cannot be ignored.  As WIPO notes, "domain names have, because of their easy-to-remember and human friendly form, come to constitute business identifiers" 
.

Further, there is no argument that the Internet represents one of the most advantageous means of reaching a mass consumer base. The World Wide Web in particular has been described as "a total paradigm shift in marketing and communications services, and a once-in-a-century chance to reach millions of people around the world at very low cost." 
 Further, maintaining an online presence requires minimal overheads.  

What tends to get understated is that the benefits of an online presence come at a price – users must seek a site to view its information.  The most obvious means to achieve this is to have a domain name which is "intuitive" to users, and this has received attention in both the media and the courts.  But this is not the only way to attract visitors, and it would be a foolhardy company indeed that relies solely on Internet users' "guesses" to form a customer base.  

Advertising principles in real world apply equally to the online environment; just as a business needs to make consumers aware of its existence, that business must also properly publicise the means by which consumers can get information.  And if a business' domain name is not entirely obvious, some creativity may be required.

If a business is smart enough to have picked a catchy and original name (like "ChaosMusic", for example), then chances are that the domain name will be available in some form, and some consumer will be able to guess that business' website's URL .  Similarly, consumers would not expect another to be using that distinctive business name.  But merely having a name or mark, especially one that is a relatively common word, should not translate into an automatic entitlement to the corresponding 2LD.  As David Pescovitz notes, "good old-fashioned advertising may start to look awfully appealing to those who have come late to the dot-com rush" 
 

3.2
Having a memorable domain name is essential

It is often assumed that it is essential to have an easy-to-remember domain name.  This assumption underlies many commentators' views on the domain name debate, and appears to colour the reasoning of the courts as a justification for a party's challenge of a particular domain name registration.

This assumption tends to exaggerate the importance of Internet users arriving at a site purely by guesswork, and suggests that all such users know where they wish to go.  At the same time, it underestimates the sophistication of such users by concluding that they may be confused when the actual content of the site proves to differ from their expectations.   

Few note that much Internet activity occurs through the use of open-ended inquiries conducted with a "search engine" such as Alta Vista or Excite.  A properly-worded set of metatags
 and registration with the various search engines may be a far more effective means of guaranteeing patronage of a website. Alternatively, businesses also have the option of obtaining a link at one of the increasing number of special interest "portals" available on the World Wide Web – information gateways designed as a first port of call for users en route to specific related sites. And once a user arrives at a site they want, they need never remember its URL again by "bookmarking" that website in their browser.

The reality is that in the near future the actual address used by a website will become largely redundant, or at least far less important.   Internet Browsers already provide a "smart browsing feature" which completes domain names when only the 2LD is entered.  Technology is currently being implemented by some search engines which enables a user to type in a description of the company they seek and then be presented with options and direct links to corresponding companies
.  

3.3
All the good domains are gone

Those looking for a three letter acronym to use in connection with a .com domain name are likely to be disappointed, and most useful four letter combinations have also been registered (in fact, a group of English students was reported as having attempted to register 75,000 of these four-letter domain names in a single sitting, using automated software
).  A recent study by the online publication Wired reports that of some 25,500 common English dictionary words, almost all of these have been registered in the .com domain name space 
.

This reveals the problem with domain names – they are finite. Although the Internet now boasts a capacity of 1,000,000,000,000 IP numbers
, the number of desirable domain names appears to be far less.  

What has really happened, of course, is that those domain names viewed as most desirable have been taken.  What tends to be overlooked is that the inherent syntactic flexibility in domain name allocation means that just because the most obvious domain name is taken, this does not mean that an equally memorable domain name is not available.  Consider, for example, the publicity website for the movie "The Matrix" found not at www.matrix.com or www.thematrix.com but at www.whatisthematrix.com.

The root of the problem is that at present, there are no restrictions on the number of domain names a registrant can hold and until recently there was no requirement that the registrant pay up-front
.  In some cases multiple registrations are arguably necessary; for example, NSI's website can be accessed at either www.nsi.com or www.networksolutions.com.  But businesses who arbitrage domain names themselves may hold hundreds of registrations.

The DNS is designed to be flexible, so much so that a single domain name should be sufficient to meet the needs of a company.  In fact, INA permits only a single 2LD based on a particular company or business name
.  It is up to the business to properly design a "home page" that lets users navigate its site efficiently.

The practice of selling domain names needs to be critically re-examined.  Although some services and domain name arbitrage companies are innocuous enough, domain name "prospecting" in particular has impaired the efficiency of the DNS 
.

The scarcity of domain names can be solved partly by creativity on the part of consumers.  But to permit a single registrant to hold hundreds of domain names does little to foster the free flow of information and availability of the Internet.  In effect, the current practice permits the DNS to be monopolised by a relatively small number of people.  As will be discussed below, this discussion advocates the setting of both specific and practical limits on the number of domain names held by a single entity.

3.4
It's all about trade marks
Many view the domain name debate as intimately and inextricably bound up with trade mark issues.  Like trade marks, domain names consist of words used to identify a particular entity, and even though in function a mere address, in the minds of consumers a domain name is closely associated with the goods or services the operator of the corresponding site may offer.

There are numerous problems in making this connection.  First, trade mark law (and trade marks themselves) are limited in scope by geography, and may differ from jurisdiction to jurisdiction; a domain name is automatically accessible from anywhere in the world.  Second, trade mark law is specifically designed to tolerate multiple uses, whereas there can be only a single registration for a particular 2LD/TLD combination.  Finally, a domain name is an address and although it may of itself carry some meaning, its true content cannot be determined until the corresponding site is accessed.

To some extent, the importance of trade marks has been overstated.  The root of most trade mark and domain names disputes lies in the simple fact that someone else got there first.  While admittedly there are many instances where the registrant is, in fact, seeking to unlawfully exploit another's trade mark (as in the 'cybersquatting" cases described below), there are many more instances where the use of another's trade mark is purely coincidental.

A critical element in trade mark infringement is confusion on the part of consumers (except where very famous marks are involved).  But it is difficult to understand how mere registration of a domain name, unless it corresponds to a famous mark, can confuse consumers.  This is especially so when any chance of confusion is likely to be dispelled when the relevant site is accessed and is plainly being operated by an innocent or unconnected registrant.  Naturally, if a site is being misused to give a false impression of association then remedies should be available.  But a breach of the law needs to be based on the use to which a domain name is put, not the domain name itself.

It has been claimed by organisations such as the Domain Name Rights Coalition ("DNRC") that the interests of trade mark holders are over-represented in the current impetus toward reorganisation of the DNS 
.  Certainly, trade mark owner groups such as the International Trade Mark Association ("INTA") wish to "ensure that their interests are equitably recognised in any final resolution of the current debate in the assignment of domain names" 
, but even INTA is of the view that registrars should "limit themselves to domain name registration procedures, and leave dispute resolution to the courts" 
. 

In the real world, a company that wishes to protect its trade marks must monitor for their infringement; why should this be any different in the virtual world? In fact, the Internet makes it easier to detect trade mark infringements, due to the increasing sophistication of search engines.  There is little justification for adopting a policy which, in effect, expands the rights of trade mark holder beyond local law and provides a remedy not ordinarily available in a court action.

What then should be the role of trade marks in the domain name discussion? 

The best solution is to leave trade mark domain name disputes to the domestic laws of each country where they can join the growing jurisprudence of non-domain name related trade mark conflicts
, and confine the domain name debate to its original mandate – the technical administration of the system.  The proposed framework of rules in the discussion below is designed to achieve this by imposing order and structure on the domain name space, but adds to this certain allocation rules designed to prevent disputes from occurring in the first place.  It is important to note that in doing so, the proposed rules do not favour trade marks above any other objective entitlements to use a particular word or phrase.

3.5
What behaviour is of real concern?
A few key examples are useful to give some perspective as to the real risks inherent in domain names, and the place of trade mark law:

· In Australian Competition and Consumer Commission v Internic Technology Pty Ltd 
, a Melbourne-based company was restrained from offering domain name registration services from its website located at www.internic.com, which it was alleged consumers visited in error when seeking the InterNIC website at www.internic.net.  More recently, some Brisbane "entrepreneurs" agreed to stop offering domain name registration services at sites with domain names based on variants of the name "MelbourneIT" 
.

· Amazon.com, the online bookseller, is presently pursuing an action against a Greek company offering online book sales at www.amazon.gr 
.  Another website located at amazom.com (note the misspelling) also offers online book sales.

· A group of 24 country and western singers discovered that Jim Salmon had registered domain names using their names as 2LD in connection with .com, and that the relevant addresses redirected the visitor to websites containing pornography 
.  (Many celebrities' names are reported to have been registered by fans, collectors and the occasional philanthropist 
).   

· Until recently, users who forgot the period after "www" in PaineWebber's URL also found themselves at a pornography site
, as did those seeking to visit the Edgar Online website by typing the 2LD edgaronline instead of edgar-online 
.

In the first three examples, trade mark law would not protect the aggrieved parties unless the companies or individuals concerned bothered to trade mark their own name or could show common law trade mark rights.  Yet the offending behaviour is no more or less harmful than the final example, where registered trade marks were used as the means to mislead consumers.

3.6
Much ado about nothing?
A recent study of Internet domain name disputes has reported that according "to NSI, of the nearly 2 million domain names it had registered as of May 1998, only 3,903 had been the subject of a trade mark-related complaint" 
; this approximates to only 0.2% of cases.  In a subsequent analysis of over 100 separate disputes, the study reports that in conflicts classified as trade mark infringement disputes, 92% of the contested names ended up in the hands of the challengers.

The message, confirmed in the analysis of cases below, is that domain name disputes are not a serious problem.  Specifically, it is a key contention of this discussion that existing laws provide adequate protection for trade marks and commercial reputations.   

At present, there may be some merit to the claims of organisations like DNRC and the Electronic Frontier Foundation ("EFF")
 that emphasis on trade mark interests is impairing the next step forward.  For example Peter Gerrand, CEO of Melbourne IT, has stated that only when the issue of trade mark protection has been addressed can the release of new TLDs be seriously examined
, a view shared by the World Intellectual Property Organisation
.

Instead, the focus should be on managing the resource that is the domain name space.  This is the underlying rationale behind the proposed framework, examined in the next Part.

PART FOUR – PROPOSED DOMAIN NAME ALLOCATION RULES

4.1
Characteristics of a viable domain name allocation system

Most of the domain name disputes discussed in Part Four below stem from a single element – applicants for domain names are permitted to elect the 2LD for which they are applying.  One suggested solution to all the present trade mark, cybersquatting, poaching and hijacking issues is to do away with the DNS system altogether, and rely only upon IP numbers (which, after all, are no more or less memorable than the average company’s telephone number)
.  

Such a solution detracts from the legibility of the Internet for users.  An alternative would be to have a totally arbitrary domain name system based on geography, so that an applicant might be allocated domain57.vic.au or  domain561.ca.us, depending on their place of residence.  These domains are still relatively easy to remember, and would still serve the intended addressing function of domain names.  The onus would be on the registrant to publicise and promote their domain name.

Assuming that applicants are permitted to choose the form of their 2LD, a domain name allocation system should meet the following criteria:

· Legibility      the system should aim to maximise the understandability and useability of 

          the domain names it administers.

· Flexibility    a domain name should be able to be selected by an applicant, but at the same 
                       time provide a meaningful description of the site.

· Equality       a domain name should be based on objective criteria where appropriate, and 
                       no single entity should be permitted to foreclose on a single 2LD or its 
                       variants.

· Security        once a domain name is obtained, the registrant should be assured that the 
                       domain name will remain theirs in the absence of any misuse.

· Indemnity    this element recognises that if a registrar were required to 
                       investigate each and every domain name application for trade mark 
                       infringement and passing off, the registration of domain names might not 
                       occur at all.  Although it has been held in the US that a registrar such as NSI 
                       does not infringe nor dilute any trade marks merely by registering a 
                       corresponding domain name
, this should be made clear for all domain 
                       name registrars.

The present allocation policies adopted by some registrars do not meet these criteria.  The obvious example is the NSI policy, which Carl Oppedahl indicates that for "domain name owners the policy presents a great risk of loss of one's domain name" 
.  By way of contrast, the Domain Name Allocation policy for .com.au 
comes closer to achieving these goals, but even this may be overly restrictive in terms of the commercial reality for those seeking a presence on the Internet.

4.2 
The proposed rules and their application

The following framework of rules for administering the allocation of domain names divides the domain name space into two: a "restricted" domain space reserved for commercial activity; and an unrestricted domain space, reserved for individuals, political discussion and information exchange.  The two spaces will have different underlying principles.  So, in the "commercial" space, domain name allocation is based on consumer protection, availability and objective entitlement to a 2LD.  In the "public" space, domain name allocation is based on freedom of speech and communication. 

There is no magic to this set of rules.  They derive simply from a comparison of different registrars' policies, their effectiveness and tendency to cause disputes, and an analysis of the nature of these disputes.  Obviously, the exact form of these rules need not be set in stone.  For example, the precise description of any new TLDs, and their number, is a matter of fine-tuning and the framework below simply one suggested possibility.  But an overriding spirit of fairness and balance is contained in the framework itself.

This framework should also bind domain name registrars.  That is, before being permitted to offer domain name registrations, a registrar must agree to incorporate these rules into its own allocation policy.  In keeping with the competitive re-organisation of the Internet, each registrar is free to impose as many or as few additional rules as is desired, but the rules form a minimum allocation policy, designed to structure and manage the domain name space.

There is already a precedent for this form of enforced uniformity of policy.  For example, not only has ICANN set eligibility criteria for its registrars in the new, competitive environment, it has dictated that a set dispute resolution policy be employed by the gTLD registrars 
.

4.2.1
Allocation rules for the restricted domain



Allocation Rule



Brief explanation

1. 
The existing .gov , .edu , .mil  and .int domain names be preserved
Few, if any, problems have been experienced with these TLDs

2. 
The existing .com, .org and .net domain name registrations be preserved, no further registrations occur until objective criteria for .org and .net are settled
NSI's failure to differentiate between these names has contributed to confusion on the Internet

3. 
A new set of equivalent gTLDs be released, in the form .com1 , .com2 , .com3 , .com4  and so on
Alleviates the scarcity of short domain names

4. 
The ccTLDs must mirror the set of gTLDs and offer 3LDs accordingly (but retain the right to issue other 2LDs)
The address system should be structured globally, but no reason not to impair countries' ability to offer 2LDs

5. 
Domain names are allocated on a first come, first served basis
No change – this is the most practical method of allocation

6. 
Domain names cannot be reserved, and must be prepaid or paid for upon acceptance of an application
Discourages warehousing and cybersquatting

7. 
The domain name must be derived from at least one of the following:

· A registered company or business name

· Some other designation recorded in an official governmental registry

· A registered trade mark
An entity seeking to establish a commercial presence should have an address reflecting its name.

This will cut down on consumer confusion, and make "cybersquatting" more difficult.  

All are objective criteria

8. 
Registrars have the option of imposing geographical requirements, such as requiring residency in the relevant country for a ccTLD or a presence in at least two countries for a gTLD
The Internet covers all jurisdictions; there should not necessarily be territorial restrictions

9. 
A particular 2LD may only be used once across the gTLD/ccTLD domain space by the same entity
Resource management; prevents "foreclosure"

10. 
Domain names cannot be assigned
Inhibits "cybersquatting" further

11. 
Entitlement to a domain name can be lost if:

· The details of the entity change such that the 2LD is no longer derived from the objective registration originally relied upon

· The entity is shown to be using the same 2LD in connection with two or more different gTLDs/ccTLDs

· The domain name is ordered to be cancelled by a court order 
The integrity of the rules must be upheld if they are to achieve their goal.

It is envisaged that the registrar not be required to investigate continued entitlement to a domain name; the obligation to do so falls on a challenger. 

A number of these rules are simply designed to impose a consistent structure on the domain name space, and to manage that resource.  This should be coupled with some form of consumer education, to increase awareness of the structure.

The underlying principle to the remaining rules is that some objective criterion should be imposed that the applicant is entitled to the 2LD that is sought.  This can be justified on the basis that if an entity intends to have a commercial presence on the Internet, a minimal guarantee of consumer protection is needed.  By requiring that the domain name be based on a registered name or mark, not only are domain names likely to be less misleading, the consumer knows that the operator of the site must be registered with some real-world authority.

It is also in the applicant's interest that this rule be imposed.  As will be shown below, registrants in disputes fare best when they can show that their use of a domain name is legitimately connected in some way to their activity on the Internet.

This set of rules will detract, to some extent, from the registrar's ability to offer its services as it sees fit, but as the rules would apply to all registrars they should not impair competition.  For example, registrars will still be able to compete on price and the provision of value-added services.  

4.2.2
Allocation rules for the unrestricted domain



Allocation Rule



Brief explanation

1. 
There be three new gTLDs issued:

· .id for individuals (with optional expansions of .id1 , .id2 , .id3  and so on)

· .pol for political discussion

· .info for informational sites
The Internet is not designed purely for commercial activity

2. 
The ccTLDs must mirror the set of gTLDs and offer 3LDs accordingly (but retain the right to issue other 2LDs)
The address system should be structured globally, but no reason not to impair countries' ability to offer 2LDs

3. 
There are no restriction (beyond syntax) on the domain name an applicant may seek
The spirit of this domain name space is free speech

4. 
An applicant has the option of remaining anonymous, but must provide some minimal form of contact such as an e-mail address
Technical management requires some contact in the event of problems/disputes

5. 
A domain name in this space is not to be used for commercial activity (although hyperlinking to commercial sites and inclusion of advertising will not constitute commercial activity)
Allows individuals to trade on the Internet, but retains the "non-commercial" restriction for the public domain space

It is important to remember that the Internet is not purely about commerce; individuals need to be afforded the opportunity to express themselves in the global medium.  In accordance with the concerns of libertarian organisations such as EFF that any regulation of the Internet address space not impair free speech 
, this set of rules provides for free expression, political debate and information exchange.

This is not to say that the Internet will not be used in a manner offensive to some laws.  It is still possible to defame or derogate another person or group in a domain name, even anonymously.  But this is no different to the print, radio or television media.  The Internet does provide a greater potential audience, but it also provides more precise means of identifying, tracking and removing offending material.

It is important to ensure that any unrestricted domain space does not become abused by commercial application.  For this reason, some restrictions on usage and accountability must apply.  But the intention is that this be a light-touch, largely self-policed domain space. 

PART FIVE – ANALYSIS OF DOMAIN NAME DISPUTES

5.1
Is special attention to domain name disputes warranted?

Disputes concerning domain names appear to be flourishing.  The John Marshall Law School website, for example, lists almost seventy separate domain name disputes
, and this list is not exhaustive.  What is certain is that the potential exists for serious misuse of the DNS.

At present, the law relating to domain names is chaotic and eclectic.  There is no uniform set of principles governing the allocation of domain names beyond the syntactic.  Nor is there a uniform approach to dispute resolution on the part of the various registries around the world 
. 

Instead, courts are applying domestic laws with the inevitable result of inconsistency and uncertainty.  Further, as with many legal issues raised in the virtual environment, courts are sometimes struggling to adapt those laws to the facts, and again inconsistency has resulted. 

A single proposition can be derived from the existing case law, however : present laws already offer protection against improper use of domain names.  When the expected teething problems and the occasional misunderstanding of Internet technology and practice are discounted, the outcome in most cases appears just.

The analysis of the cases also reveals that inadequacies in the existing domain name allocation policies of some registrars – most notably NSI – have contributed to the disputes.  The proposed framework of allocation rules is designed to overcome these inadequacies.

5.2
"Cybersquatting" cases – exploiting the DNS itself

"Cybersquatting", the practice of registering a domain name with the sole intention of re-selling it to another for profit, receives a relatively large share of attention in domain name dispute literature.  The reason for this is partly because cybersquatters target high profile companies or individuals, and partly because some domain names have occasionally sold for very high prices.

Of so much concern is cybersquatting that the US Senate recently passed the Anti-Cybersquatting Consumer Protection Bill
 (the "ACCP" Bill), due to be debated in the House of Representatives in September or October 1999.  Among other things, the ACCP Bill would impose sanctions on those registering names "in bad faith", that is, with the intention of profiting from the sale of a domain name.  Hefty monetary penalties and civil remedies are also contained in the Bill.  Section 2 of the Bill states that:

"Congress finds that the unauthorised registration or use of trademarks as Internet domain names or other identifiers of online locations...

(1)
results in consumer fraud and public confusion as to the true source or sponsorship of products and services;

(2)
impairs electronic commerce, which is important to the economy of the United States; and

(3)
deprives owners of trademarks of substantial revenues and consumer goodwill."

Exactly how cybersquatting causes these evils is not clear, especially given that the associated websites are rarely active, and that cybersquatting is only possible where a trade mark owner has not bothered to register the corresponding domain name.  As noted above, the real concern of name speculation is the burden it places on the DNS.

Apart from the problems with reserving for trade marks special treatment in the domain name debate, the emphasis on cybersquatting raises two concerns.

First, it is not appropriate for any one country to legislate to regulate domain name allocations, as this effectively imposes domestic laws on the international arena (jurisdictional issues aside).      The dangers inherent in doing so are demonstrated by an earlier version of the ACCP Bill itself, which would have imposed penalties on people setting up parody or protest sites and would also have been technically breached by practices such as hyperlinking and the use of trade mark names in text files and e-mail addresses 
.  

Second, cybersquatting is an industry which is likely to have seen its heyday and no longer merits special attention.  A boom of cybersquatting attempts was to be expected once the name speculators recognised the potential, but this occurred only in a small window of opportunity.  Most companies are now aware of the potential of the Internet and have established a presence there.  

The Mueller study
 reports that contrary to popular belief, name speculation is not the most common cause of disputes (at least in the sample of cases analysed).  Of course, private deals with name speculators are likely to have been brokered, and depending on the asking price it is often cheaper and easier to simply pay the cybersquatter.

Any opening up of the domain space to add new TLDs may again promote a flurry of cybersquatting attempts.  The proposed rules contain a number of measures to prevent this from occurring, especially the requirement of entitlement in the sense of some objective, registered name or mark.  Further, it is proposed that domain names be non-transferable.

The most important consideration is that as far as cybersquatting is concerned, the courts have repeatedly found existing laws to be entirely adequate to cope with the problem, as is amply shown by the following case studies:

· In Panavision v Toeppen, Dennis Toeppen attempted to sell the addresses panavision.com and panaflex.com to Panavision, which held trade marks over the two relevant words.  The court had little difficulty in holding that "panavision" is sufficiently famous to merit protection under US legislation designed to prevent the dilution of such marks.  The decision was upheld in the Court of Appeal 
.  Mr Toeppen has noted fared any better in two other cases brought by his intended victims 

· In the English case of British Telecommunications plc v One in a Million Limited 
, the defendant company and its directors registered a number of domain names corresponding to famous company names, such as marksandspencer.co.uk and virgin.co.uk.  The UK Court of Appeal was satisfied that there was "clear evidence of systematic registration...of well-known trade names as blocking registrations and a threat to sell them to others", with a clear purpose of extracting money from the owners of the goodwill in those names.   The domain name registrations were therefore "instruments of fraud", as any realistic use of them would constitute passing off.  This result is entirely consistent with an earlier English case involving harrods.com 
.

· In Oggi Advertising Ltd v McKenzie & Ors 
, the registrant of oggi.co.nz was ordered to assign the domain name to the plaintiff.  Although it is not clear that the registration was made in the hopes of profit, the evidence showed that the site associated with the domain name had material relating to advertising – the industry in which the plaintiff operated – and certain changes made to the registration information suggested the registration was spurious.
5.3
Cases involving conflicting entitlements
Although "cybersquatting" tends to get the most press coverage, of more importance to the stability of the Internet is the manner in which two parties' interests are resolved where both have a potentially valid claim to the same domain name.

It should be borne in mind that this category of dispute is not primarily concerned with trade mark infringement, passing off or any other wrongdoing on the part of the existing domain registrant.  Instead, these actions are more often used as a vehicle to attack the legitimate registration of a domain name desired by the complainant, usually .disputeddomain.com. 

These situations have come to be described as "reverse hijacking", and involve a complainant invoking the trade mark-friendly NSI dispute resolution policy.  Often no claim is made that the registrant use of the trade mark is causing actual confusion, nor is any harm identified as being suffered by the complainant.  Unlike a court action, neither of these elements are necessary under the NSI policy.

Further, the "remedies" offered by the NSI policy make it desirable for a "reverse hijacker".  Upon notification of the dispute, NSI places the contested domain on hold.  Since the existing site usually supports the registrant's business, this is entirely detrimental to registrant (who often must register an alternative name elsewhere).  In addition, the policy allows as one outcome the transfer of the domain name to the complainant; this contrasts with the remedy in many trade mark actions, that the infringer simply cease the infringing activity.  The defend against the challenge, the registrant is encouraged by NSI's policy to litigate, and with some urgency.

The present situation, in which the courts must be called upon to declare the rights of a registrant, is not acceptable.  As different trade mark laws apply in different jurisdictions, inconsistencies will and have arisen.  

For example, in Prince plc v Prince Sportswear Group Inc  
, the British High Court held that the US company Prince's attempt to get the domain name prince.com constituted a "groundless threat" of litigation under section 21 of the United Kingdom Trade Marks Acts 1994, a provision not present in US trade mark law.  Although it has been suggested that invoking trade mark rights to challenge an non-infringing domain name may amount to "trade mark misuse" in the United States 
, more recently a US court has held that the trade mark misuse doctrine is not likely to be available as an affirmative action in a domain name dispute 
.

This category of dispute goes to the core of the DNS, and the restriction that a domain name be unique.  It is vital that the correct balance be struck.  Notably, the new uniform dispute resolution procedure adopted by ICANN
 mandates no action on the part of the registrars unless instructions are received from the registrant or an order of the court (unless it can be shown that the registration is an abusive attempt to profit from another's trade mark).  But even this is not sufficient; the DNS allocation rules should go some way to verifying the entitlements of a registrant, and so circumvent the need for court action.

The message which can be gleaned from the outcome of these cases is simple; a registrant is more likely to be held to be entitled to retain a domain name if there is some objective connection between the 2LD and the name of commercial enterprise associated with it.

This is the focus of the proposed allocation rules which require an objective connection between a domain name and the entity seeking to register it where that site will be used for some commercial purpose.  This will, of course, detract from the freedom of applicants to select any domain name at all, but for those legitimately intending to do business on the Internet, the requirement of a name or mark registration should not add significantly to that business' establishment costs and helps secure the domain name. 

5.3.1
Registrant not obviously connected with the domain name

 The current lack of restrictions on the allocation of NSI's gTLD domain names has resulted in some memorable and well-publicised cases of individuals registering domain names with no apparent or legitimate connection to themselves.  Examples include the apocryphal registration of mcdonalds.com by Wired journalist Joseph Quittner, and the registration by the Princeton Review of kaplan.com, the 2LD being the same as the name of its competitor Kaplan Educational Centers.  Other, less clear-cut illustrations include:

· In one of the earliest disputes, in 1994 the MTV "Music Television" Network sued an ex-employee Adam Curry for an injunction that Curry stop using the domain name mtv.com.  Curry asserts that during his employment, MTV had given their blessing to his use of the domain name, indicated that the network had no interest in the Internet
 and encouraged him to develop the site (this latter element supporting a counterclaim of breach of implied agreement in the predictable trade mark infringement action by MTVN).  The parties "quietly settled the dispute on March 25, 1995" 
 , and MTVN now operates the site.  

· In Hasbro, Inc v Internet Entertainment Group, Ltd 
, the toy and game corporation challenged a pornography site's right to use the domain candyland, a trade marked brand of toys.  In handing down a preliminary injunction against the site operator, the judge appears to have been swayed by the pornographic content of the site and its possible dilution effects on the "famous" CANDY LAND mark.  The domain name has since been transferred to Hasbro.

· In Interstellar Starship Services Limited v Epix Incorporated 
, Epix Inc, a company that deals in video imaging hardware and software, objected to the use of the domain name www.epix.com by ISS.  The trial judged correctly identified that any likelihood of confusion would be quickly dispelled once the user accessed the site, and awarded ISS summary judgment 
.  In overturning this judgment the appeal court gave some weight to the original presence of some commercial links and information available at the site and the identical spelling of the 2LD and the EPIX mark.  The website currently publicises that the 2LD is pronounced "E – pics".

· In January 1996, Philip Giacalone registered the domain name ty.com ("Ty" being his son's name) from which to operate a site for his computer consultancy services.  After an initial approach and offer by the toymaker Ty Inc to buy the domain name for $1000 was refused, Ty Inc began alleging trade mark infringement and demanding the transfer of the domain name.  In response, Giacalone filed a complaint against both Ty Inc and NSI alleging bad faith and colourable tactic on the part of Ty Inc and its lawyers, and seeking declaratory relief 
.  The dispute was settled, however, with Ty Inc paying Giacalone an undisclosed sum for the domain name.

In each of these cases, the registrant has transferred the domain name to the challenger, or is likely to be forced to do so.  This is not to say that the challengers had a better case than if the registrant had chosen a domain name directly related to their business or the content of the site, but it does suggest that the courts will be less sympathetic to the plight of the registrant if this not the case. 

5.3.2
Domain name is connected to the registrant's name or business activity

Registrants appear to fare better where there is some objective connection between the relevant company name and the domain name.  These situations are also marked by two additional elements.  First, NSI's dispute resolution procedure favouring the trade mark holder is invoked rather than the courts (and it has been suggested, perhaps cynically, that the NSI policy is only invoked when a challenger knows that it lacks a sustainable claim in a court of law)
.   Second, NSI is itself often named as a defendant in any litigation which results (although it occasionally extricates itself from the dispute by agreeing not to disturb the relevant domain name).

In most of the following cases, however, the original registrant retains their domain name, in some cases only after a successful appeal:

· In an early case, Roadrunner Computer Systems Inc sued NSI itself to protect its roadrunner.com domain name when Warner Brothers – the holders of a trademark ROADRUNNER in respect of their cartoon character – filed a complaint with NSI in an attempt to obtain the name 
.  The suit was dropped, however, when Warner Brothers withdrew its objection to the domain name.

· In mid 1993, the Tennessee corporation Data Concepts Inc registered dci.com.  Three years later, a Massachusetts corporation called Digital Consulting Inc decided that it wanted the dci.com domain name for itself, invoking NSI's policy to do so and alleging trade mark infringement.  An erroneous summary judgment in favour of Digital was overturned, but the appellate court was still of the opinion that "a triable issue of fact exists on the likelihood of confusion" 
.  The website located at www.dci.com is now operated by Digital Consulting, but it is unclear as to how this came about.

· Clue Computing Inc has recently won its three year battle to retain the domain name clue.com, after Hasbro Inc (the proprietors of the trade marked board game "Clue") filed trade mark infringement and dilution suits
.  In a press release, Clue indicates that "Hasbro admitted to us early on that there really wasn't any infringement, that they just want clue.com to use as a web site" 
.

· In Avnet Inc v Isoact Ltd 
, the registrant was permitted to keep its registration of avnet.co.uk, with which it intended to establish a special interest Internet service with a focus on aviation (hence "Av-Net").  Although Avnet Inc was registered proprietor of the mark AVNET, the UK court held that there was no infringing use made of that mark.

· In a case which is at the outer limits of the notion of "entitlement", Jerry Sumpton's FreeView e-mail service – which owns a collection of 2LDs which are common surnames and offers customers e-mail addresses or websites containing those surnames – was sued for trade mark "dilution" by Avery Dennison.  A federal appellate court held, however, that Avery Dennison's marks were not famous enough to be diluted by the registrations avery.net and dennison.net  
.

These cases are indicative of a growing jurisprudence requiring infringing use other than mere registration, and legal protection for legitimate users of domain names 
.  When the trade mark-friendly NSI policy is removed from the equation, it would be predicted that fewer "hijacking" attempts will be made and fewer spurious trade mark infringement suits would occur.

5.3.3
A word on "famous" trade marks

It has been contended above that trade mark law should only be involved at the level of the use which is made of a domain name, rather than its allocation, as it is here that confusion will occur.  In some countries (but not  all), trade marks can be infringed without the need for any confusion to be proven.  This situation occurs where a so-called "famous mark" is involved, such as IBM, Coca-Cola or Rolex.  

Overlooking for the moment that there is no established list of "famous" marks, and that not all countries are parties to the TRIPS agreement which prompted their protection, the contention  is repeated that existing laws adequately protect famous marks when used as domain names.

In some cases examined in this section (such as the avery and clue cases), the relevant trade mark proprietor failed to establish that its mark was sufficiently famous to merit protection.  In those cases which did successfully rely on the famous mark doctrine, it is salient to note that the relevant registrant could not offer any objective entitlement to the relevant 2LD.

This highlights an important (and often overlooked) aspect of most "famous trade mark" legislation; merely reproducing the mark is not necessarily sufficient.  Consider the Australian legislation, which requires that the trade mark proprietor establish that:

"because the trade mark is well known, the defendant's use  would be likely to be taken as indicating a connection  between the sign used by the defendant and the registered owner of the trade mark, and for that reason the interests of the registered owner are likely to be adversely affected" 
 (emphasis added)

At least in Australia, an action involving a "famous" mark requires a use which implies a connection with that mark to the detriment of its reputation.  It is contended that simply registering the mark as a 2LD somewhere does not satisfy this condition.  For example, if Ian Baxter Maxwell wanted to establish a personal website based on his initials at www.ibm.id and does not offer any services related to computers at that site, it is difficult to see how IBM could legitimately claim that Ian's use adversely affects its famous mark.  

Admittedly, a site operator should tread more carefully if it uses a well-know trade mark as its domain name, but a sufficiently prominent disclaimer and a clear objective entitlement to choose that 2LD ought to insulate a registrant against a trade mark infringement suit.  And if the mark is extremely well known, there may be some merit in the argument that any use which can be made of a domain name containing such a mark is likely to be unlawful.

In short, being able to show that a mark is "famous" ought not automatically entitle the proprietor to impugn the registration of that mark as a 2LD unless some colourable use of the corresponding domain name can be shown.  Although the likelihood that a "famous" mark is being used innocently by another is substantially lessened, this is not impossible.

5.4
Personal domain names 
Most discussions of the domain name debate focus on corporate entities, overlooking the fact that the presence of individuals is an equally valuable contribution to the Internet.  And of course, where a person's name or nickname is also the name of a company or its trade marks, conflicts have arisen.

Organisations such as EFF view regulation of the Internet as first and foremost a freedom of speech issue, and warn against any restrictions which might detract from the flow of information on, or individuals' access to, the Internet 
.  

Without doubt, individuals are likely to have the fewest resources in fending off an attempt to have their domain name deregistered.  But ironically, it is this category of dispute that represents the largest risk to a large corporation, and the area in which the publicised cases indicate the least success on the part of domain name challengers.  This is often due to adverse publicity, facilitated by the mass communication potential of the Internet and the ready availability of personal e-mail addresses.  

In early 1998, Prema Toy Company challenged the use of the pokey.org domain name by its twelve year-old owner Chris van Allen.  Prema owns the trade mark rights to an orange claymation horse named "Pokey"; van Allen has been nicknamed "Pokey" since birth.  A four month period of correspondence followed marked by thousands of messages of support for van Allen and adverse publicity for Prema.  The dispute was resolved in the end when Art Clokey, the 76 year old creator of the Pokey character, was informed of the dispute and instructed his lawyers to withdraw their objections 
.

A number of other cases are of interest in demonstrating the power of the "little guy":

· In October 1998, lawyers for Colgate-Palmolive wrote to Benjamin Kite, the operator of the website located at www.ajax.org, asserting that the website diluted the company's trade mark in respect of its household cleaner.  In reply, Kite and his friends launched a public relationship counterattack including thousands of e-mails and a petition linked to an online news site called SlashDot.  In response, Colgate-Palmolive generously conceded that Kite's use of the domain name "should not cause confusion" 
.

· In an action resembling the dispute over pokey.org, Archie Comic Publications, is presently reported as attempting to have the domain name veronica.org taken away from the present registrant David Sams 
.  Sams registered the domain name as a present for his daughter, who shares the name Veronica with a character in Archie Comics. 

· The website of Nina Hartley, www.nina.com, reports that an action taken by Nina Footwear, a New York shoe company, was settled
.  Coincidentally, Nina Hartley is an adult movie actress.

A more serious issue is at stake than simple personal expression and the right to disclose to the world a person's hobbies.  An important function of the web is the free flow of information, and a domain name allocation system should not inhibit this function.  It is for this reason that some unrestricted domain name spaces are vital. Individuals ought not be required to spend money on a commercial identity when their presence on the Internet will not be commercial in nature.

It is this consideration that drives the proposal for an unrestricted domain space, and specifically the .id and .info TLDs.  An individual opting for one of these domains would be free to specify the 2LD without a need to show any specific entitlement to that name.  In line with the EFF's recommendations
, a registrant would also be able to choose the option of anonymity (although it will be necessary for administrative purposes to have some minimal point of contact).

This proposal is not without difficulties.  For example, some mechanism would be needed to ensure that sites in this domain space do not become used for commercial purposes.  Over time, of course, Internet users would come to recognise that domain names based on the .id and .info TLDs serve a specific function, and registrants would need to agree to abide by the spirit in which the unrestricted domain space is maintained.

It is worth reiterating at this point that the allocation rules are concerned with just that – allocation.  The particular use to which the site is put may still expose the operator to legal liability, be it due to defamation, passing off, copyright infringement or the multitude of other causes of action possible with online activity.  This is, however, the concern of the court, not with the technical management of the domain name space itself.

5.4
Politics and parodies
The Internet provides an individual with a potential audience of not just thousands but millions.  It is not surprising, then, that the politicians and interest groups have taken to the Internet to spread their message.  Here, too, domain name disputes have occurred.

Those voting in the recent Victorian state election may have taken the time to visit the incumbent Premier's campaign website at www.jeff.com.au.  Those with imperfect recall, however, may have first visited the website at www.jeff.com, a site hosted by a US citizen, Jeff Thomas.  A newly-added opening page created by Mr Thomas
 gently redirects the visitor to the correct site, but not before he imparts his opinion on Australia's recent Internet censorship legislation.

Again, the importance of a well-chosen domain name in a political campaign has not escaped the notice of entrepreneurs and opponents, as the following case studies indicate:

· A co-author of the ACCP Act, Senator Orrin Hatch was recently offered the .com domain name containing his name and title for US$45,000, by a Florida man owning over 100 such "political" domains (ironically revealing a loophole in the ACCP Act – the legislation does not cover the use of individuals' names) 
.

· The three candidates in the recent mayoral elections in San Francisco discovered that a local web design firm had registered most of the useful .com domains containing their names, and that the owner of the firm was subsequently hired by one of the candidates
.

· The recently elected mayor of Moscow, Yuri Luzhkov, discovered that a mirror of his www.luzhkov.ru website had been established at www.lujkov.ru, showing him "having turned Moscow into his private empire" marked by nepotism and ridicule 

A carefully-selected domain name can also identify a website that is a forum for actual political discussion as well.  In at least three cases, however, attempts to stifle such discussion have occurred where the domain name is used by the aggrieved party as a basis for attacking the site:

· The animal rights organisation PETA took offence at the registration of peta.org to promote "People Eating Tasty Animals" – a parody site encouraging the consumption of meat and other animal products – and successfully sued to have the domain name transferred to it.

· Perhaps learning from this example, PETA registered www.ringlingbrothers.com to post criticisms of the Ringling Brothers Circus' treatment of its animals, and was itself sued for trade mark infringement 
.  Similar disputes have arisen involving the Jews for Jesus and Planned Parenthood organisations.

· Last year it was reported that the operator of the website scientology-kills.net was being sued by the Church of Scientology on the basis of trademark infringement, although the operator of the site contends that the Church is motivated purely by the desire to censor and stifle criticism of the organisation.

By way of contrast, the White House counsel has indicated to Dan Parisi, the operator of the notorious www.whitehouse.com pornography site, that however "distasteful your business may be, we do not challenge your right to pursue it or to exercise your First Amendment rights" 

Domain names themselves (as opposed to the corresponding site) are not immune from the free speech debate.  For example, the campaign team for George Bush has been reported as buying up about 200 domain names which might be used by the politician's detractors (such as bushsucks.com)
.  In a similar vein, the Anti-Defamation League and the National Association for the Advancement of Coloured People have registered racially offensive domain names in order to stop others from misusing them
.  The nature of the DNS makes it unlikely, however, that any one party could successfully foreclose on all derogatory domain names by pre-emptively registering them. 

A serious question arises as to whether political speech, to the extent that it is possible to contain it in a single domain name, should be restricted at all. There is little dispute that the Internet provides the average person an opportunity to air his or her views on any particular subject, however unsavoury or offensive that might be. It is arguable that restrictions on the availability of a specific domain will impair free speech on the Internet, although it is difficult to see how restricting the availability of a domain such as politician-x-sucks prevents an individual from airing his or her views on the topic or posting content to that effect elsewhere.

The proposed DNS allocation rules can accommodate free speech.  In a similar vein to the proposed .id domain space, a political domain space is proposed - .pol – which would come to be recognised as the forum for political commentary sites.  Again, there is an in-built flexibility to further manage such a space on the basis of geography, with a .pol.cc domain space for domestic affairs and .pol.int for international issues.  As with the .id domain space, no restrictions would apply to parties seeking a domain name in the political sphere.

CONCLUSION
The discussion above demonstrates that a domain name can be misleading, or derogatory, or exploited unconscionably.  But a breach of the law occurs only when a registration is coupled with colourable use or demonstrable unlawful intent.  The rightful means of dealing with the problem of abusive domain names is to leave the matter for the courts.

Case law strongly suggests that trade marks do not merit special attention and are adequately protected.  It has been consistently held that only where the trade mark involved is so famous that the only legitimate use of a corresponding 2LD would cause confusion, a domain name does not of itself infringe a trade mark unless some confusing use can also be shown.  And even trade mark attorney Mark Radcliffe – who drafted the NSI policy – has stated that trademark law "simply doesn't map onto the domain-name infrastructure" and that you "can have many people with the same trademark within any one country as long as their products and services aren't confusingly similar, and competitors may own the same trademark in different countries" 
. Trade mark infringement is but one of a number of possible causes of conflict, and should not detract from consideration of defamation and racial vilification, and passing off and consumer protection.

At the same time, some restrictions must apply.  Reliance on domestic law ignores the borderless aspects of the Internet, and those so inclined could simply host their offending domain names in countries that do not observe such laws.  Practical problems also arise when it comes to imposing a sanction on a domain name operator that will affect the availability of a site across the world. Although the courts are slowly working their way around questions of jurisdiction and comity, the domain name allocation policy must assume some role in preventing abuses of the system. 
A domain name allocation cannot – and should not – attempt to resolve all disputes that may arise from the use of a domain name.  In a global context unmarked by geographic boundaries, it is inappropriate to attempt to reconcile all legal systems and legal entitlements in what is, after all, a technical management issue.  The proposed framework seeks to minimise the potential for disputes by requiring some form of objective entitlement in connection with a commercial domain name, but the justification for restrictions on allocation is legibility and resource management. 

There may never be a better time to impose structure on the increasingly complex domain name space.  ICANN is uniquely positioned to dictate the policy that will shape the new competitive DNS and its future direction.  What has been argued for in this discussion is a set of universal domain name allocation rules, coupled with a meaningful and flexible set of TLDs, that balances the rights of all participants in the Internet.  Whether or not the ultimate resolution will reflect the values built into this framework, or the balance it seeks to achieve, is a matter of interest for all concerned.

BIBLIOGRAPHY
Books

Preston Gralla, How The Internet Works (1999), Que Corp

John Levine, Carol Baroudi & Margaret Levine Young, The Internet For Dummies (6th ed, 1999) IDG Books Worldwide.

Journal articles
Brian Berlandi, "It's Our Way of the Highway: Americans Ruling Cyberspace – A Look Back at Bad Policy and a Look Ahead at New Policy", (1998) 3(2) Journal of Technology Law and Policy 1

Torsten Bettinger, "Trademark Law in Cyberspace – The Battle for Domain Names", (1997) 28(4) International Review of Industrial Property and Copyright Law  508

Dan L Burk, "Trademarks Along the Infobahn: A First Look at the Emerging Law of Cybermarks", (1995) 1 Richmond Journal of Law and Technology 1

Stephen J Davidson & Nicole A Engisch, "Applying the Trademark Misuse Doctrine to Domain Name Disputes", (1996) The Computer Lawyer (August) 13

Patrick Gunning, "Law of trade marks and domain names (Part 2)", (1999), 2(2) Internet Law Bulletin 1

Deborah Howitt, "War.com: Why the Battles over Domain Names will never Cease", (1997) 19 Hastings Communication & Entertainment Law Journal 719

Ira Nathenson, "Showdown at the Domain Name Corral: Property Rights and Personal Jurisdiction over Squatters, Poachers and Other Parasites" (1997) 58 University of Pittsburgh Law Review 911

Carl Oppedahl, "NSI Domain Name Policy Puts Owners at Significant Risk", (1996) New York Law Journal, 21 May 1996, p 5

Charlotte Waelde, "Is the Dam About to Burst? An Analysis of Domain Name Disputes in the UK", (1997) 2 Journal of Information, Law and Technology
On-line articles

"Judge Strips Look-Alike Web Name", Washington Post (Washington), 16 April 1999, <http://www.washingtonpost.com/wp-srv/business/feed/biztop924260285101>

"Mayor Faces Cyberspace Election Attack", Excite News, 24 September 1999 <http://www.excite.com/news/r/990924/10/odd-election>

"Not for sale: Bushsucks.com", Wired, 14 May 1999 <http://www.wired.com/news/news/politics/story/19703.html>

Lindsey Arent, "Run on Domain Names Foiled",Wired,  27 May 1999, <http://www.wired.com/news/news/business/story/19913.html>

Matthew Broersma, "Trademark suit pits porn against profits", ZDNet Tech News , 27 May 1999,  <http://www.zdnet.com/zdnn/stories/news/0,4586,2266805,00.html?chkpt=zdnnsmsa>
Paul Festa, "Controversial domains go to civil rights groups", CNET news, 1 May 1998 <http://www.news.com/News/Item/0,4,21726,00.html?st.ne.bp..bphed>

Gordon Finlayson, "Melbourne IT wins day in court", ZDNet Australia , 12 August 1999,  <http://www.zdnet.com.au> 

Sandra Gittlen, "A s-l-o-w touch for domain names", Network World Fusion, 26 January 1999,  <http://www.nwfusion.com/news/1999/0126badguys.html>; Arent above no. 21

James Glave, "Hey Orrin, Dot Com This", Wired, 5 August 1999  <http://www.wired.com/news/news/politics/story/21122.html>

Jim Hu, "Country music artists sue over domains", CNET News , 8 April 1998, <http://www.news.com/News/Item/0,4,20935,00.html?st.ne.bp..bphed>

Leander Kahnev, "Net's Change of Address", Wired, 15 July 1999, <http://www.wired.com/news/news/technology/story/20765.html>

James Ledbetter, "Talk.com Isn't Cheap",The Industry Standard, 24 March 1999, <http://www.thestandard.net/articles/display/0,1449,3960,00.html?home.tf>

Beth Lipon, "Circus in domain trademark flap", CNET news, 24 April 1998 <http://www.news.com/News/Item/0,4,21459,00.html?st.ne.ni.rel>

Courtney Macavinta, "Scientologists in trademark disputes", CNET news, 29 January 1998  <http://www.news.com/News/Item/0,4,18613,00.html?st.ne.ni.rel>

Heather McCabe, "'Pokey' Wins His Domain Name", Wired, 22 April 1998  <http:www.wired.com/news/news/email/member/business/story/11846.html>

Declan McCullagh, "Domain Name List Is Dwindling", Wired, 14 April 1999, <http://www.wired.com/news/news/politics/story/19117.html>

Chris Oakes, "Domain Fight Causes Brown Out", Wired, 10 August 1999 <http://www.wired.com/news/news/politics/story/21201.html>

David Pescovitz, "Laying down the law on domain names", CNN Interactive, 25 August 1999, <http://www.cnn.com/TECH/computing/9908/25/domain.myth.idg/index.html>

David Pescowitz, "Playing the Name Game", The Industry Standard, 23 August 1999 <http://www.thestandard.com/articles/display/0,1449,5996,00.html> 

David Pescovitz, "The War For Drugs",The Industry Standard, 23 August 1999, <http://www.thestandard.com/articles/display/0,1449,5998,00.html>

Kristen Philipkoski, "The Battle of the Amazons", Wired, 18 August 1999, <http://www.wired.com/news/news/business/story/21321.html>

Periodical articles

"Good Samaritan fills his Net with the stars", The Australian (Melbourne), 27 July 1999, p 7 (Computers)

David Adams, "ICANN sets so-can-you rules", The Age (Melbourne), 7 September 1999, p 9 (I.T.)

Alice Ghent, "Who missed the .com rush?", The Sunday Age (Melbourne), 9 May 1999, pp1 & 4

Karen Kaplan, "What's in a Name? A Legal Tangle for a Little Girl", Los Angeles Times  (Los Angeles), 19 January 1999

Cases

ActMedia Inc v Active Media International  No. 96 Civ. 3448 U.D. Dist. LEXIS 20814 (N.D. Ill. 1996)

American Standard v Toeppen, 1996 U.S. Dist. LEXIS 14451 (C.D. Ill. 1996)

Australian Competition & Consumer Commission v Internic Technology Pty Ltd (unreported, No. NG 395 of 1998, 14 July 1998, Federal Court of Australia, NSW District Registry, Lindgren J)
Avery Dennison v Sumpton & FreeView Listings Ltd, No. 98 Civ. 55810 (U.S. 9th Circuit Court of Appeals)

British Telecommunications plc v One in a Million Limited, [1999] FSR 1

Brookfield Communications Inc v West Coast Entertainment Corporation, No. 98 Civ. 9074 (C.D. Cal. 1999)

Clue Computing Inc v NSI, No. 96 Civ. 694-5 (D. Colo. 1996)

Data Concepts Inc. v NSI, No 96. Civ 429 (M.D. Tenn. 1996)

Giacalone v NSI, No 96 Civ 20434 (N.D. Cal. 1996)

Harrods Ltd v UK Network Services Ltd (unreported, 9 December 1996, High Court of the United Kingdom, Chancery Division, Lightman J)

Hasbro Inc v Clue Computing , No. 97 Civ. 10065 (D. Mass. 1999)
Hasbro v Internet Entertainment Group, 40 U.S.P.Q.2d 1479 (W.D. Wash. 1996)

Intermatic v Toeppen, 947 F. Supp. 1227 (N.D. Ill. 1996)

Interstellar Starship Services Limited v Epix Incorporated, No. 97 Civ. 107-FR (D. Or. 1997)

Jews for Jesus v Brodsky, No. 98 Civ. 274 (D. N.J. 1998)
Juno Online Services, L.P. v Juno Lighting, Inc, No. 97 Civ. 791 (N.D. Ill. 1997)
Juno Online Services L.P. v NSI, No 96 Civ. 1505-A (E.D. Va. 1996)

Lockheed Martin Corp. v Network Solutions Inc., 43 U.S.P.Q.2d 1056 (C.D. Cal. 1997)

MTV Networks v Curry, 867 F. Supp. 202 (S.D.N.Y. 1994)

Oggi Advertising Ltd v McKenzie & Ors (unreported, 2 June 1998, High Court of New Zealand, Auckland Registry, Baragwanath J)

Panavision International v Toeppen, 945 F. Supp. 1296 (C.D. Cal. 1996)

Planned Parenthood Federation of America v Bucci, 42 U.S.P.Q.2d 1430 (S.D.N.Y. 1997)

Prince plc v Prince Sportswear Group Inc, (unreported, 31 July 1997, United Kingdom High Court of Justice, London Registry, Neuberger J)

Roadrunner v NSI, No. 96 Civ 413A (E.D. Va. 1996) – dismissed June 21, 1996

Additional subdomains are called third level domains, fourth level domains and �so on.





Second level domain ("2LD")





Top level domain ("TLD")





etc.third.second.end








� 	For a more in-depth discussion of the history and function of the Internet, see Preston Gralla, How The Internet Works (1999); John Levine, Carol Baroudi & Margaret Levine Young, The Internet For Dummies (6th ed, 1999).


� 	Information concerning the current status of the proposed changes, and an outline of the history leading up to these changes, is available at ICANN's website located at <http://www.icann.net>


� 	See, for example, David Pescovitz, "The War For Drugs",The Industry Standard, 23 August 1999, <http://www.thestandard.com/articles/display/0,1449,5998,00.html>; �James Ledbetter, "Talk.com Isn't Cheap",The Industry Standard, 24 March 1999, <http://www.thestandard.net/articles/display/0,1449,3960,00.html?home.tf>; �David Pescowitz, "Playing the Name Game", The Industry Standard, 23 August 1999 <http://www.thestandard.com/articles/display/0,1449,5996,00.html> 


� 	See, for example, Charlotte Waelde, "Is the Dam About to Burst? An Analysis of Domain Name Disputes in the UK" (1997) 2 Journal of Information, Law and Technology for a discussion of English disputes and Torsten Bettinger, "Trademark Law in Cyberspace – The Battle for Domain Names" (1997) 28(4) International Review of Industrial Property and Copyright Law 508 for a discussion of German disputes.


� 	No 94 Civ. 7195 (N.D. Ill. 1994)


� 	The current dispute policy is found at <http://www.networksolutions.com/legal/dispute-policy.html>


� 	See, for example, Ira Nathenson, "Showdown at the Domain Name Corral: Property Rights and Personal Jurisdiction over Squatters, Poachers and Other Parasites" (1997) 58 University of Pittsburgh Law Review 911


� 	Ibid.


� 	Carl Oppedahl, cited in "Domain Names vs. Trademarks – Who Decides?" (1996) Justice & Technology  <http://www.govtech.net/1996/gt/dec/december1996-justice&techn/december1996-justice&techn.shtm>


�	See Brian Berlandi, "It's Our Way of the Highway: Americans Ruling Cyberspace – A Look �               Back at Bad Policy and a Look Ahead at New Policy" (1998) 3(2) Journal of Technology Law and  �               Policy 1 <http://journal.law.ufl.edu/~techlaw/3-2/berlandi.html> 


� 	See the comments at the page "A discussion of NSI's Domain Name Dispute Policy FAQ" <http://www.patents.com/nsi/nsifaq.htm>


� 	Ibid.  A search of the Australian trade marks database located at <http://www.ipaustralia.gov.au> reveals over 150 applications or registrations based on a domain name.


� 	See Mark Vorhees, "Network Solutions to Rework Policy Governing Internet Domain Names"  <http://www.eff.org/pub/Intellectual_property/Internet_address_.../960419_ila_domain.articl>


� 	The NSI press release accompanying the release of the modified 1995 policy is extracted at <http:///www.lectlaw.com/files/inp07.htm>


� 	This is precisely what the Australian company NetRegistry - the registrant of the .au.com domain name - has done ; it licenses domain names with that ending, offering an alternative to those who for some reason cannot obtain the equivalent .com.au domain name.


� 	WIPO's "background information" page to its Final Report of the WIPO Internet Domain Name Process  <http://wipo2.wipo.int/process/eng/background.html>


� 	From the complaint filed in Giacalone v Network Solutions Inc, No 96 Civ 20434 (N.D. Cal. 1996) <http://www.eff.org/pub/Legal/Cases/Giacalone_v_InterNIC/960530_giacalone.complaint>


� 	David Pescovitz, "Playing the Name Game", The Industry Standard ,  23 August 1999, <http:www.thestandard.com/articles/display/0,1449,5996,00.html>


� 	A metatag is an word or phrase intended to describe the content of the associated site.  Users do not see a site's metatags, but search engines use them to locate sites corresponding with the user's request.


�  	For example, the AltaVista search engine employs the "RealNames" system offering precisely this function.  


� 	Lindsey Arent, "Run on Domain Names Foiled",Wired,  27 May 1999, <http://www.wired.com/news/news/business/story/19913.html>


� 	Declan McCullagh, "Domain Name List Is Dwindling", Wired, 14 April 1999, <http://www.wired.com/news/news/politics/story/19117.html>


� 	The so-called "IPv6" addressing system has been operative since July 1999: Leander Kahnev, "Net's Change of Address", Wired, 15 July 1999, <http://www.wired.com/news/news/technology/story/20765.html>


� 	Under recently, a registrant with NSI had up to 60 days to pay for a domain name.


� 	See the ".com.au Domain Name Allocation Policy" at <http://www.ina.com.au/policy/policyfr.html>


� 	See, for example, Sandra Gittlen, "A s-l-o-w touch for domain names", Network World Fusion, 26 January 1999,  <http://www.nwfusion.com/news/1999/0126badguys.html>; Arent above no. 21


� 	See the DNRC submission at <http://www.domain-name.org/testimony722.html>


� 	See the INTA Announcement of its Draft Domain Name Proposal, extracted at <http://www.lectlaw.com/files/elw09.htm>


� 	Ibid.


� 	For information on online trade mark disputes not involving domain names, visit the information page "Trademark Wars On The Web" <http://www.web.net/~misha/trademark.html>


� 	Unreported, No. NG 395 of 1998, 14 July 1998, Federal Court of Australia, NSW District Registry, Lindgren J


� 	Reported in Gordon Finlayson, "Melbourne IT wins day in court", ZDNet Australia , 12 August 1999,  <http://www.zdnet.com.au> (site visited 27 August 1999)


� 	Reported in Kristen Philipkoski, "The Battle of the Amazons", Wired, 18 August 1999, <http://www.wired.com/news/news/business/story/21321.html>


� 	Reported in Jim Hu, "Country music artists sue over domains", CNET News , 8 April 1998, <http://www.news.com/News/Item/0,4,20935,00.html?st.ne.bp..bphed>


� 	See, for example, Alice Ghent, "Who missed the .com rush?", The Sunday Age (Melbourne), 9 May 1999, pp1 & 4; "Good Samaritan fills his Net with the stars", The Australian (Melbourne), 27 July 1999, p 7 (Computers)


� 	Reported in Ianthe Dugan, "Judge Strips Look-Alike Web Name", Washington Post (Washington), 16 April 1999, <http://www.washingtonpost.com/wp-srv/business/feed/biztop924260285101>


� 	Reported in Matthew Broersma, "Trademark suit pits porn against profits", ZDNet Tech News , 27 May 1999,  <http://www.zdnet.com/zdnn/stories/news/0,4586,2266805,00.html?chkpt=zdnnsmsa>


� 	Milton Mueller, "Trademarks and Domain Names: Property Rights and Institutional Evolution in Cyberspace" <http://istweb.syr.edu/~mueller/study.html>


� 	See EFF's letter to the US Department of Commerce, extracted at <http://www.eff.org/pub/GII_NII/DNS_control/19980323_eff_ntia.comments>


� 	Reported in David Adams, "ICANN sets so-can-you rules", The Age (Melbourne), 7 September 1999, p 9 (I.T.)


� 	See WIPO, Final Report of the WIPO Internet Domain Name Process, 30 April 1999 at <http://wipo2.wipo.int/process/eng/final_report.html>


� 	See, for example, Charlotte Waelde, "Domain Names and Trade Marks: What's in a Name?", <http"//www.law.ed.ac.uk?ch4_main.htm>


�	Lockheed Martin Corporation v Network Solutions, Inc  Case No CV 96-7438 DDP �               (ANx), order granting summary judgment , 17 November 1997


� 	Carl Oppedahl, "NSI Domain Name Policy Puts Owners at Significant Risk", (1996) New York Law Journal, 21 May 1996, p 5


� 	Available at INA's website at <http://www.ina.com.au/register/names.html>


� 	Above no. 39


� 	See, for example, EFF's comments on the domain name debate, published at <http://www.eff.org/pub/Intellectual_property/Internet_address_disputes/HTML/19981106_eff_wipo_dns_comments.htm> ,  <http://www.eff.org/pub/GII_NII/DNS_control/19980323_eff_ntia.comments> and <http://www.eff.org/pub/GII_NII/DNS_control?eff_dns_19970428.statement>


� 	See the John Marshall Law School  page "Domain Names Disputes" <http://www.jmls.edu/cyber/index/domain.html>


� 	For a comparison of the different registries' approach to disputes, see the page "Global Top-Level Domain Dispute Resolution Policies" <http://www.digidem.com/legal/domain.html>


� 	Anticybersquatting Consumer Protection Act, Stat 1255 (1999).  This may not be passed by the House of Representatives, however, as the US administration has indicated that "Absent any showing that the legitimate interests of trademark holders are not being protected, it would be better to allow courts to continue to develop a body of case law in this area" – see "FOCUS: Senate bill to outlaw cybersquatting"(posted 6 August 1999) <http://legalnews.findlaw.com/news/19990806/bctechcybersquatting.html>


�	"U.S. Senate passes bill to outlaw 'cybersquatting'" (posted 6 August 1999) <http://legalnews.findlaw.com/news/19990806/n06122690.html> 


� 	Above no. 37


� 	Panavision International v Toeppen, 945 F. Supp. 1296 (C.D. Cal. 1996)


� 	American Standard v Toeppen, 1996 U.S. Dist. LEXIS 14451 (C.D. Ill. 1996); Intermatic v Toeppen, 947 F. Supp. 1227 (N.D. Ill. 1996)


� 	[1999] FSR 1 


� 	Harrods Ltd v UK Network Services Ltd (unreported, 9 December 1996, High Court of the United Kingdom, Chancery Division, Lightman J)


� 	Unreported, 2 June 1998, High Court of New Zealand, Auckland Registry, Baragwanath J


� 	Unreported, 31 July 1997, United Kingdom High Court of Justice (London), Neuberger J.  A similar action initiated by Prince plc in the United States was withdrawn.


� 	Stephen J Davidson & Nicole A Engisch, "Applying the Trademark Misuse Doctrine to Domain Name Disputes", (1996) The Computer Lawyer (August) 13 <http://cla.org/TM_MIS/T-MISUSE.htm>


� 	Juno Online Services, L.P. v Juno Lighting, Inc, No. 97 Civ. 791 (N.D. Ill. 1997) <http://www.ipcounselors.com/juno.htm> 


� 	Available at the page "Uniform Domain Name Dispute Resolution Policy" <http://www.icann.org/udrp/udrp-policy-29sept99.htm>


� 	Curry's press release is extracted at <http://www.lectlaw.com/files/inp10.htm>


� 	See Dan L Burk, "Trademarks Along the Infobahn: A First Look at the Emerging Law of Cybermarks", (1995) 1 Richmond Journal of Law and Technology 1 <http://www.richmond.edu/jolt/v1i1/burk.html>


� 	40 U.S.P.Q.2d 1479 (W.D. Wash. 1996).  An extract of the injunction can be found at <http://www.lectlaw.com/files/cas86.htm>


� 	No. 97 Civ. 107-FR (D. Or. 1997) <http://laws.findlaw.com/9th/9835142.html>


� 	The judgment is  available at <http://www.bna.com/e-law/cases/epix.html>


� 	Above no. 17


� 	See the discussion on the information page "NSI Flawed Domain Name Policy information page" <http://www.patents.com/nsi.sht>


� 	Roadrunner v NSI, No. 96 Civ. 413A (E.D. Va. 1996), dismissed June 21, 1996


� 	Data Concepts Inc v Digital Consulting Inc, 1998 FED App. 0241P (6th Cir) <http://laws.findlaw.com/6th/980241p.html>


� 	Hasbro Inc v Clue Computing , No. 97 Civ. 10065 (D. Mass. 1999)


� 	"Clue Computing, Inc sues NSI (operators of the InterNIC) to keep our domain name" <http://www.clue.com/legal/index.html>


� 	[1998] FSR 16, discussed in Patrick Gunning, "Law of trade marks and domain names" (Part 2), (1999), 2(2) Internet Law Bulletin 1


� 	Avery Dennison v Sumpton & FreeView Listings Ltd, No. 98 Civ. 55810 (U.S. 9th Circuit Court of Appeals) <http://laws.findlaw.com/9th/9855810>


� 	Cf earlier cases such as ActMedia Inc v Active Media International  No. 96 Civ. 3448 U.D. Dist. LEXIS 20814 (N.D. Ill. 1996) in which the court held (without an examination of the usual elements of a trade mark infringement action) that mere registration of a domain name did amount to trade mark infringement.


� 	Trade Marks Act (Cth) 1995, section 120(3).


� 	See, for example, above no. 46


� 	See, for example, Heather McCabe, "'Pokey' Wins His Domain Name", Wired, 22 April 1998  <http:www.wired.com/news/news/email/member/business/story/11846.html>


�   	Details of the dispute, including correspondence between the parties, are available at <http://www.ajax.org>  Kite reports that so annoyed was he with Colgate-Palmolive's actions that he established the "Domain Defence Advocate", which he describes as "a group of people with their ears to the tracks who are willing to spend a couple of minutes every once in a while to help the occasional domain stand up to its attackers".


� 	Karen Kaplan, "What's in a Name? A Legal Tangle for a Little Girl", Los Angeles Times  (Los Angeles), 19 January 1999,  <http://www.wcbcourses.com/wcb/schools/LEXIS/law07/llew/2/files/veronicadomainname.ht>


�   	See page "The Official Nina Hartley Website" <http://www.nina.com/nina/main.html>


� 	See page "EFF Comments on WIPO's DNS Intellectual Property Proposal" <http://www.eff.org/pub/Intellectual_property/Internet_address_disputes/HTML/19981106_eff_wipo_dns_comments.htm>


� 	See page "New Home Page" <http://www.jeff.com/newhome.html>


� 	James Glave, "Hey Orrin, Dot Com This", Wired, 5 August 1999  <http://www.wired.com/news/news/politics/story/21122.html>


� 	Chris Oakes, "Domain Fight Causes Brown Out", Wired, 10 August 1999 <http://www.wired.com/news/news/politics/story/21201.html>


� 	Reported in "Mayor Faces Cyberspace Election Attack", Excite News, 24 September 1999 <http://www.excite.com/news/r/990924/10/odd-election>; this is reminiscent of the parody site of Jeff Kennett's official site operating at <http://www.realjeff.com>


� 	Beth Lipon, "Circus in domain trademark flap", CNET news, 24 April 1998 <http://www.news.com/News/Item/0,4,21459,00.html?st.ne.ni.rel>


� 	Jews for Jesus v Brodsky, No. 98 Civ. 274 (D. NJ 1998);  Planned Parenthood Federation of America v Bucci, 42 U.S.P.Q.2d 1430 (S.D.N.Y 1997)


�  	Courtney Macavinta, "Scientologists in trademark disputes", CNET news, 29 January 1998  <http://www.news.com/News/Item/0,4,18613,00.html?st.ne.ni.rel>


� 	The entire letter is extracted at <http://www.news.com/SpecialFeatures/0,5,18793,00.html> (objection was taken to the use of images of the Clintons to sell adult videos).


�    	"Not for sale: Bushsucks.com", Wired, 14 May 1999 <http://www.wired.com/news/news/politics/story/19703.html>


�  	Paul Festa, "Controversial domains go to civil rights groups", CNET news, 1 May 1998 <http://www.news.com/News/Item/0,4,21726,00.html?st.ne.bp..bphed>


� 	Reported in David Pescovitz, "Laying down the law on domain names", CNN Interactive, 25 August 1999, <http://www.cnn.com/TECH/computing/9908/25/domain.myth.idg/index.html>





 
 
.


