
 

We promote Internet Security through the adoption
of DNSSEC and provide solutions to automate and 
minimize the management overhead of DNSSEC

Maintenance is key
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    Xelerance Corporation
• Based in Canada, privately owned

• DNSX Secure Signer deployed at TLDs, Registrars, 
universities, US Government, etc. 

• DNSSEC consulting clients include TLDs, Registrars, large 
Canadian bank, Linux distributions, etc.

• Member of IETF, RIPE, DNS-OARC,
DHS DNSSEC Deployment Group, DNSSEC Coalition 
Group, Fedora Linux 

• Author of DNSSEC related RFCs

• Presented at Black Hat, GovSec, SANS, SecTor, 
CanSecWest, InfoSecurity Canada, DNS-OARC, etc.



DNSSEC made simple

• Proactive DNSSEC management solution

• Extensive WEB interface

• JSON API available for custom integration

– iphone example app,  easy website integration

• Advanced Active Monitoring

• Seamless integration with IXFR, AXFR and TSIG

• Hardware Security Module: FIPS 140-2 Level3



Did we mention simple ?

• Fully automated KSK rollover

• DS record submission to supporting Registrars

– GoDaddy, GKG.net, InternetX, etc.

• DLV record submission to ISC DLV Registry

• Signature re-use and expiry spreading

• Domain expiration monitoring

• DNS early warning system



Secure resolving

• Full DNSSEC and DLV validating resolver

• Powerful web interface for key configuration

• Support corporate  DNSSEC Trust Anchors

• Harden regular DNS traffic

• DNSSEC statistics

• Cache and DNSSEC validation diagnostics
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