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"The respective efforts of five collaborating organizations to reduce the domain abuse problem 
and the challenges of addressing it, to include a recent case study using new technology." 
 
 
 
Leslie Daigle, Chief Technology Officer & Internet Integrity Program Director,  

            Global Cyber Alliance 
Leslie Daigle is the CTO and Internet Integrity Program Director at the Global Cyber Alliance.  
She has been working at the intersection of Internet technology, business/economics and policy 
to drive effective change for more than twenty years. 
 
 
Graeme Bunton, Executive Director, DNS Abuse Institute 
Graeme Bunton is the Director of the DNS Abuse Institute, an initiative dedicated to developing 
collaborative and innovative methods of reducing DNS abuse.  Graeme has over 11 years of 
DNS policy experience. Prior to heading the DNS Abuse Institute, he was the Head of Policy for 
Tucows and served as Chair of the Registrar Stakeholder Group for four years. Graeme was one 
of the driving forces behind the 'Framework to Address Abuse', a new set of guidelines and 
principles for addressing online harms, which was adopted by more than 50 registries and 
registrars.  He helped found the Citizen Lab at the University of Toronto, and currently serves as 
Board Chair of the Internet Infrastructure Coalition. 
 
 
Drew Bagley, Director of Operations, Secure Domain Foundation 
             Vice President and Counsel for Privacy and Cyber Policy, CrowdStrike 
 
Drew Bagley, CIPP/E, is CrowdStrike’s Vice President and Counsel for Privacy and Cyber Policy, 
responsible for leading CrowdStrike’s data protection initiatives, privacy strategy and global 
policy engagement. He serves on the Europol Advisory Group on Internet Security, the U.S. 
Department of State’s International Digital Economy and Telecommunication Advisory 
Committee, and the DNS Abuse Institute’s Advisory Council. For the better part of a decade, 
Drew has played an active role leading DNS anti-abuse efforts through the Secure Domain 
Foundation. Recently, Drew helped lead the ICANN Competition, Consumer Choice, and 
Consumer Trust Review Team, which assessed the expansion of the Internet’s Domain Name 
System. Prior to joining CrowdStrike, Drew served in the Office of the General Counsel at the 
Federal Bureau of Investigation. He is a member of the New York State Bar and a former 
Alexander von Humboldt German Chancellor Fellow. 
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Daneille Deibler, Director of Threat Intel, Cat Herder, Quad9 
Danielle Deibler is the Director of Threat Intelligence for Quad9. She is also the CEO and co-
founder of MarvelousAI an early stage company combatting misinformation in the media 
ecosystem. Deibler has 28 years in Internet security, software development, and machine 
learning and AI technology. 
 
 
Luigi Lenguito, Co-Founder, CEO, Bfore.AI 
Passionate about IT infrastructure and speed, Luigi is co-founder of Bfore.Ai - the first truly 
predictive threat intelligence. Our technology informs about future threat vectors, and help 
prevent a multitude of cyber attacks. PreCrime® suite of services, helps protect networks 
against emerging threats ,  prevent & pre-empt stakeholder attacks through impersonation. 
Learn more at https://bfore.ai or connect with linkedin.com/in/llenguito 
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