
Evolving the DNS Abuse Conversation
Malicious Registrations vs. Compromised Websites



Plenary Goals ● Develop community understanding 
of why the distinction is important

● Develop community understanding 
of how the distinction could be 
made

● Develop community understanding 
of what could be done, having 
made the distinction

● Discuss what potential activities 
could be undertaken, and by who



Plenary Scope ● A registrar or registry has received a report of 
abuse. How the abuse was received is not in 
scope.

● The abuse has been verified to exist by the 
registrar or registry.  How that verification was 
done is not in scope.

● As examples, we’re focused on malware and 
phishing today. What is or is not dns abuse is 
definitely super out of scope.

● Out of scope questions and comments will be 
captured for future discussions.



Diagram
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