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About NIC-CR 

   The ccTLD administration is delegated to ANC 
(National Academy of Sciences of Costa Rica) 

   NIC-CR is a Program of ANC. 

   9 persons permanent staff. 

   Services by outsourcing: Legal, Systems 
Development, Communication, Accounting, etc. 

   Number of domains registered: 11731 



NIC-CR Organigram 



ACRP Workshop 
Mexico City 26-28 Feb 2009 



ACRP Process 



ACRP Process at NIC-CR 
Work Team!



Check list for NIC-CR 



Challenges 

   The strategic planning is project oriented, then it 
doesn’t include definition of strategic objectives 
formally. 

   Many things are not documented. 

   Very busy people with operative tasks. 

   No high-level expert in Risk or Strategic Planning, 
but the knowledge from Mexico’s workshop. 



ACRP Action Plan 

   Skip all introduction. Go directly to the forms. 

   Deduct Business Objectives from projects planned 
and interview with administrative staff. 

   Scope: create a baseline Plan, no too detailed, no 
too comprehensive. 

   Presents results in short time. 



Findings 
Electricity Poles!



Major threats 

   Transcription errors in zone files. 

   Database corruption in the NIC Portal System. 

   Cables manipulation at telecom room. 

   Atmospheric phenomena cuts the power. 

   Car crashes to the electricity poles. 



To do 

   Develop the Plan following the guide from workshop. 

   Present the Plan to the Domain Commission for 
approval. 

   Train, test and maintain the Plan. 



Conclusions 

   We must response to Conficker threat without a Plan 
developed, using common sense and some 
experience.  But is better to have a plan. 

   In a small ccTLD, there is no time or budget for 
sophisticated and complex plans, should be 
something very practical. 

   During the ACRP process, we create awareness 
about to have a plan for contingency and incident 
response. 



Questions? 


