Charter

Better understand the security and stability of
the global domain name system (DNS).

* The actual level, frequency and severity of
threats to the DNS;

* The current efforts and activities to mitigate
these threats to the DNS; and

* The gaps (if any) in the current security
response to DNS issues.



Events

 DSSA Phase |l “Go Fast”
* DSSA Phase Il “Go Deep”
* Board DNS Risk Management Framework



Options

1. Consider the Final Report Phase 1 as the Final
Report as envisioned in the charter of the DSSA
WG, section 2.4. This will result in closure of the

WG.

2. The ALAC, ccNSO, GNSO and NRO all decide that
DSSA WG should continue its work.

— In that case, the DSSA believes that the current
charter needs to be updated, as it does not reflect
either (a) the current environment, nor (b) the
working method and scope of activities of the DSSA as
agreed with the SO’s and AC’s.



Recommendation and Rationale

Recommendations:

*Accept the final report

*Disseminate to the membership of each of the
participating SO’s and AC’s for their
consideration and implementation.
— The DSSA believes that there is substantial value
in the Phase 1 Report as it outlines a shared
mechanism to rapidly collect and consolidate risk-

assessment scenarios across a broad and diverse
group of interested stakeholders.



Considerations for Option 2

* Refresh the volunteer pool

 Manage divergence with DNS Risk
Management Framework

* Monitor and coordinate parallel efforts
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